
Network Neutrality Policy Statement DRAFT 3.0
Preamble
a) The Internet should be open, secure and accessible to all people.
b) The Internet should also be free from censorship and unnecessary regulation by governments as well as from interference by network operators in the day-to-day usage decisions of subscribers.
c) The Network Neutrality Principle plays an instrumental role in preserving Internet openness; fostering the enjoyment of Internet users' human rights; promoting competition and equality of opportunity; facilitating permission-less innovation; and safeguarding the generative, peer-to-peer nature of the Internet.

d) Managing Internet traffic in a transparent and non-discriminatory manner compatible with the Net Neutrality Principle serves the interests of the public by preserving a level playing field with minimal barriers to entry and by providing equal opportunity for the development of yet-unforeseen applications, services and business models.
e) Full competition among broadband networks and technologies is essential to ensure the openness of the Internet in all senses. 

1. Network Neutrality Principle
Network neutrality is the principle according to which Internet traffic shall be treated without discrimination, restriction or interference regardless of its sender, recipient, type or content, so that Internet users’ freedom is not restricted by favouring or disfavouring (technically, financially, or otherwise) the transmission of specific Internet traffic.

2. Non-discriminatory Traffic Management
In accordance with the Network Neutrality principle, Internet service providers shall not restrict, block, filter, or otherwise interfere with Internet traffic. Any deviation from this principle may be considered as reasonable traffic management as long as it is temporary and exceptional as well as necessary and proportionate to the achievement of a legitimate purpose allowed by law. 
3. Transparent Traffic Management
Internet service providers shall provide meaningful and transparent information on characteristics and conditions of the Internet access services they offer and their traffic management practices, notably with regard to how Internet access services may be affected by simultaneous usage of other services provided by the Internet service provider. 

4. Privacy
In general all players on the Internet value chain, including governments, shall comply with privacy and data protection norms and legislation. In particular, any techniques to inspect or analyse Internet traffic shall be in accordance with privacy and data protection obligations. 

5. Implementation and Enforcement
In order to enforce the Network Neutrality principle, the competent national authorities must promote independent testing of Internet traffic management practices, ensure the availability of Internet access and evaluate the compatibility of Internet access polices with the respect of Internet users’ human rights. National authorities should publicly report their findings. Complaint procedures to address network neutrality violations should be available and violations should attract appropriate fines. 

