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Member of the High level Advisors (ICT) to the UN-Secr.Gen.
“Internet Governance” was one of the core issues of the “2005 World Summit on the Information Society” (WSIS) in Tunis.
 The compromise arrangement reached in Tunis basically confirms the role of the “Internet Corporation for Assigned Names and Numbers” (ICANN) and the specific responsibilities and controls exercised by the United States. However, the other side partnering in the compromise is not left empty-handed: Individual countries will manage their own country-code Top-Level Domains (ccTLD). 
In addition, UN-Secretary General Kofi Annan is asked to convene a multi-stakeholder “Internet Governance Forum” (IGF)
, which has no oversight function and will not replace existing arrangements, but allows for a continued emphasis on global “Internet governance” concerns. The new “Internet Governance Forum” would have to work hand in hand with the new “Global Alliance for ICT and Development”, established by the UN-Secretary General in Kuala Lumpur in June 2006. The latter provides a platform for the UN system and other stakeholders to mainstream and integrate ICT into the development agenda.
In the opening session of the Tunis Summit the UN-Secretary General declared: “What we are all striving for is to protect and to strengthen the Internet and to ensure that its benefits are available to all”.
 Reaching this objectives implies functioning markets, rules, trust in human networks and appropriate procedural arrangements. John Rawls’ “Theory of Justice”
 has demonstrated the possibility of formulating general principles of fairness so as to supplement the “invisible hand of the market” by the visible hand of law and schemes of effective governance. 
 ■ “Internet governance”
Prior to Tunis a “Working Group on Internet Governance” (WGIG) 
  established the following working definition: „Internet governance is the development and application by Governments, the private sector and civil society, in their respective roles, of shared principles, norms, rules, decision-making procedures, and programmes that shape the evolution and use of the Internet.“ - This working definition of “Internet governance”, however, is not substantive but procedural and lacks normative depth. The WGIG has avoided tackling the normative question of what “Internet governance” should be, what not, and who should participate in effective governance. 

For some the present allocation of Internet resources is to be seen as market based and effective; for others the opposite is the case. For many developing countries the position of some in the Internet community who argue: “If it is’nt broke, don’t fix it” is perceived as a particular view of Internet governance that perpetuates the existing distribution of Internet resources. The EU
 believed that regarding the crucial role of all stakeholders within “Internet governance”, including governments, the private sector, civil society and international organisations a new “cooperation model” is needed. As the EU explained, existing internet governance mechanisms should be founded on a transparent and multilateral basis with stronger emphasis on the public policy interest of all governments. The EU underlined that governments have a specific mission and responsibility vis-à-vis their citizens. 

Prior to WSIS Tunis, the United States opposed the EU proposal, or rather what was perceived to be the EU position: “The U.S. does not support an alternative system of Internet governance based on governmental control over technical aspects of the Internet. New intergovernmental bureaucracy over such a dynamic medium would dampen private sector interest in information technology innovation…..The U.S. seeks to preserve the growth and dynamism of the Internet as a medium for commerce, freedom of expression and democracy against calls from Iran, Saudi Arabia, Brazil and the EU for a new level of bureaucracy to oversee and control the Internet. The U.S. is committed to the expansion of the Internet in an environment of political and economic freedom.”

The EU is not denying that the United States have done an excellent job in ensuring that the administration of the Internet has been efficient. And the EU is well aware of the fact that some of the countries who are most verbal in advocating the internationalisation of the Internet are those who are ready to inhibit unduly free speech in the Internet. Nevertheless it was the US government that in fact has the sole right to decide when a new Top Level Domain (TDL) can be introduced into cyberspace. The controversy around a possible new .xxx TDL for adult content highlighted this bizarre situation. The EU like others expressed concern over the .xxx-initiative, but it was the sole right of the U.S. government to convince ICANN in the framework of a privileged contractual relationship (letter written by the DOC Secretary of State) to let the .xxx TDL enter cyberspace, even if the content would have been visible on the screens of Internet-users all around the world. 
 
Many representatives of civil society were dissatisfied with the discussions in Tunis and underlined that governments “played out little political games” but did not live up to their strategic policy responsibilities, to define what principles and norms should apply to the Internet as a whole. 
■ Elements of the process towards an effective international “rule of law”
It might be helpful to visualize that there exists a historical process from the sovereignty-centred so called Westphalian international “law of coexistence” towards the modern “international law of cooperation” 
. The latter begun to materialize in the middle of the 19th Century. The International Telecommunications Union (ITU), the world’s oldest intergovernmental organization dating back to 1865, is an excellent example for the “international law of cooperation”.  

“Governance” is not the final objective in terms of a “final regulatory regime” but part of a step by step progress towards an effective international “rule of law” (comprising also non-legal governance tools, such as “selfregulation” or “technical solutions” or “Code” 
). In this process states still are actors of particular importance; but in governance reality the state is competing with foreign, international and private governing authorities or is joining them in hybrid efforts. At present we find ourselves in a muddled transitory situation, for which the term “governance” may be used as an exploratory notion.
Even if the expression “cyberspace” - often used as a synonym to the Internet – suggests similarities to physical space, such as land, sea, air or interstellar space it is unlikely that a specific “Internet governance” in terms or a special “regime” for global information networks will be found. The analogy of “cyberspace” to other “spaces” is misleading. As illustrated by the Internet, the “space” created by global information networks is different in nature from physical phenomena. It is true that like in the case of maritime transportation, where ships, cargos, ports and their facilities have owners, component parts of cyberspace such as communications links, satellites, computers, storage devices, data centers, routers and telephone exchanges are identifiable in terms of property. However, the seas constitute a physical space or substrate, and a special legal regime applies:  the International Law of the Seas; - with a special court, the “Law of the Sea Tribunal”.
 As to Cyberspace there is no such physical substrate, no legal regime applying to a particular space and no specialized international court. 

That does not mean that there are no elements of governance to be applied to cyberspace. The current  governance of cyberspace is divided among many groups, some composed of volunteers such as the Internet Engineering Task Force (IETF), some like the World Wide Web Consortium (W3C) or ICANN, composed by a number of private and public sector entities, others entirely run by the private sector, as are many domain name registration bodies. International (governmental) Organisations deal with policies and rules affecting the access to cyberspace for instance in the field of liberalisation of services and e-commerce (WTO), cultural identity and linguistic diversity (UNESCO), intellectual property (WIPO), e-commerce and contracts (UNCITRAL) and technical standards (ITU, ISO and IEC). 
A  distinction might be made between: (i) Governance bodies (multi-actor analysis asks the question: who is in charge of governance?); (ii) governance levels (multi-level analysis would like to understand: at what level is governance performed in terms of “subsidiarity?); and (iii) governance principles and tools (multi-instrument analysis wants to know : how is governance implemented) 
.

Even if there is no full fledged regime for cyberspace there exist fragments of international governance. “Internet governance”  in terms of principles would 

firstly, draw together and further refine existing general principles
 of international law such as cooperation; fairness; comity; non-discrimination; national treatment; most favoured nation treatment; estoppel and particularly proportionality
 and subsidiarity
;

second, evolve additional specific substantive principles relating to both “access” and “public interest”
:

-
Principles relating to ”access” would notably comprise: fair use zones and public domain; consumer needs relating to trust and digital signatures; intellectual property rights; cryptography and confidentiality; domain names; infrastructural development; the art and quality of regulation; the notion of digital solidarity and cooperation in building enabling frameworks and capacities to overcome the “digital divide”.
-
Principles relating to “public interest” would cover for instance: human dignity and privacy/data protection; protection of minors; spam, security and cryptography; development; cultural identity & diversity including “multi-lingualisation” in the Internet.
In this context, some insights from public economics may be helpful to better understand public goods pertaining to Internet governance: At the national level – in markets and societies – it is the role of governments to provide public goods such as security, public education or public parks, and also to regulate public bads such as actual threats for health, privacy and information integrity, pollution or unfair competition. The economic characteristics of public goods (non-excludable and non-rival in consumption) are the same, irrespective whether the public goods are local or global. Obvious examples are global environment, global security, economic stability, health and knowledge. The openness, interdependence/interconnection and integration associated with globalization and notably the ubiquitous Internet mean that somehow the tasks of identifying to what extent public goods are provided and public bads avoided would have to be undertaken not only at the local but also the global level
. 

The challenge to provide public goods at the global level und to avoid  public bads is one of the engines driving the process from “governance” towards an “effective international rule of law” (“Constitutionalisation” in terms of normative principles contained in the UN Secretary Generals Report “In Larger Freedom” 
). - Another major driving force is that everyday users, the (net)citizens urgently expect measures dealing with fraud, spam, hacking, violations of data protection. 

A real commitment to an open and inclusive dialogue is needed, notably on the part of those who at present feel they are comfortable with the status quo. The prevailing currency should be engagement and persuasion, built on long term relationships and trust.
*The author expresses his personal opinion; kwgr@gmx.de
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